NSP Integration (SPC and FPX) Testing
1. Configuration:
The configuration steps for the NSP are similar to any other router: configure interfaces, assign local IP address, construct initial routing table, enable any global protocols (i.e. routing, signaling etc) and make any default resource allocations (such as setting aside a fraction of the link bandwidth for best-effort traffic).
1.1. IP Configuration

The primary responsibility of the network services platform is to route IP packets from input to output ports. This forwarded traffic may include a combination of reserved flows, datagram traffic and flows requiring active processing.  
Background: Each NSP interface can have at most 4 sub-interfaces, each bound to a different IP network prefix and local IP address. Neither the IP address nor the network prefix is explicitly loaded into the FPX; however the initial routing table and route advertisements are derived from these assignments. A virtual interface number (VIN) is assigned to each unique port, sub-port combination. For the current generation of the NSP, there can be a maximum of 8 ports with at most 4 sub-ports per port for a total of 32 virtual interfaces. A virtual interface number is a five bit quantity with the format show in Figure 1: the lower order 2 bits are the sub-port number and the higher order three bits the port number.
For software applications, let PN be the target port number and SP the target sub-port then the virtual interface number, or VIN, is obtained using Equation 1:

VIN(PN, SP) = ((0x7 & PN) << 2) | (0x3 & SP)
Equation 1
When configuring an NSP you must decide on the overall network topology, the number of virtual interfaces on each router and assign each VIN an IP address and network prefix. The actual network prefix lengths and interface addresses will in part be dependant on the type of link interface: Ethernet or ATM. The primary difference being that with ATM interfaces, each VIN corresponds to a single virtual circuit (VC) connecting at most two devices: two routers or a router to an endsystem. While Ethernet permits up to 3 different subnets per physical interface, with no restrictions placed on the number of hosts permitted on each subnet.
Figure 2 illustrates the typical ATM configuration. In this figure, port 1 is shown with 4 virtual interfaces (VIN 4, 5, 6 and 7), each assigned a unique IP address, network prefix and link level address. In the figure these are shown as the 3-tuple <IPn, Prefixn, LAn>.  For ATM the link level address is simply a VCI that is used to create a point-to-point connection between the NSP and either another router or an endstation.

Figure 3 illustrates the Ethernet case where each NSP port may be connected to many hosts, up to three different routers and belong to at most 3 different networks. The VIN IP addresses, prefix lengths are selected as before with the exception that a smaller prefix may be needed to accommodate the additional directly connected hosts. The link level address is an Ethernet MAC address that must be setup in the GigE interface. The base VIN for each port (PN * 4) is the default VIN and must be assigned a valid IP address and prefix length. This base VIN is the default interface and will be used when delivering packets to any directly connected device, i.e. that does not have to be sent to an intermediate router.  The remaining 3 VINs are used for sending packets to next hop routers.

For example, in the figure we are using port 1 and VINs 4 – 7. Assume that VIN 4 is assigned the address 192.168.33.1 and a prefix length of 24. VIN 5 will be used for the first (or only) next hop router that is also in this default network. Assuming there is a next hop router, it is by convention assigned the IP address 92.168.33.2 (of course the prefix is also 24 bits). In order to handle ARP properly (see the GigE interface documentation) VIN 5 is bound to the next hop’s IP address. 

After the NSP is configured, if a packet is being delivered to a directly connected device (i.e.  it does not need to transit an intermediate router) then it is forwarded to VIN 4 for transmission on the Ethernet segment. If however, a packet must be sent to the next hop router, then it is sent to VIN 5 indicating that we must ARP the bound next hop router and not the packet’s destination address.
Default Settings: By default the NSP will be configured with each virtual interface being assigned a unique address and network prefix. The assignments are made in a way to simplify configuration and prefix aggregation for multi-NSP topologies. Each virtual interface of router N is assigned a 24-bit prefix of the form 192.168.X.0/24, where X = (N · 32) + VIN(PN, SP). For software implementations we can write a general equation for calculating any virtual interface’s network prefix as a function of the router id, port number and sub-port:

NetPrefix(N, VIN) = 0xC0A80000 + (N << 5) +  VIN(PN, SP)
Equation 2
The default IP address for each VIN(N, PN,SP) has a host value of 1 or 2, depending on whether it is attached to another NSP. The following table defines the virtual interface numbers and general format of the locally assigned IP address for each p0rt and sub-port in the NSP. The table lists both the FPX and SPC VIN representation since they do currently differ. This will be fixed in a future release so that the SPC and FPX use the FPX version.
	PN
	SP
	Prefix/Width
	IP Address
	SPCVIN

(10/6)
	FPXVIN

(3/2)

	0
	0
	192.168.32.0/24
	192.168.32.1
	0x0000 (0)
	0x00

	
	1
	192.168.33.0/24
	192.168.33.1
	0x0001 (1)
	0x01

	
	2
	192.168.34.0/24
	192.168.34.1
	0x0002 (2)
	0x02

	
	3
	192.168. 35.0/24
	192.168. 35.1
	0x0003 (3)
	0x03

	1
	0
	192.168. 36.0/24
	192.168. 36.1
	0x0040 (64)
	0x04

	
	1
	192.168. 37.0/24
	192.168. 37.1
	0x0041 (65)
	0x05

	
	2
	192.168. 38.0/24
	192.168. 38.1
	0x0042 (66)
	0x06

	
	3
	192.168. 39.0/24
	192.168. 39.1
	0x0043 (67)
	0x07

	2
	0
	192.168. 40.0/24
	192.168. 40.1
	0x0080 (128)
	0x08

	
	1
	192.168. 41.0/24
	192.168. 41.1
	0x0081 (129)
	0x09

	
	2
	192.168. 42.0/24
	192.168. 42.1
	0x0082 (130)
	0x0a

	
	3
	192.168. 43.0/24
	192.168. 43.1
	0x0083 (131)
	0x0b

	3
	0
	192.168. 44.0/24
	192.168. 44.1
	0x00c0 (192)
	0x0c

	
	1
	192.168. 45.0/24
	192.168. 45.1
	0x00c1 (193)
	0x0d

	
	2
	192.168. 46.0/24
	192.168. 46.1
	0x00c2 (194)
	0x0e

	
	3
	192.168. 47.0/24
	192.168. 47.1
	0x00c3 (195)
	0x0f

	4
	0
	192.168. 48.0/24
	192.168. 48.1
	0x0100 (256)
	0x10

	
	1
	192.168. 49.0/24
	192.168. 49.1
	0x0101 (257)
	0x11

	
	2
	192.168. 50.0/24
	192.168. 50.1
	0x0102 (258)
	0x12

	
	3
	192.168. 51.0/24
	192.168. 51.1
	0x0103 (259)
	0x13

	5
	0
	192.168. 52.0/24
	192.168. 52.1
	0x0140 (320)
	0x14

	
	1
	192.168. 53.0/24
	192.168. 53.1
	0x0141 (321)
	0x15

	
	2
	192.168. 54.0/24
	192.168. 54.1
	0x0142 (322)
	0x16

	
	3
	192.168. 55.0/24
	192.168. 55.1
	0x0143 (323)
	0x17

	6
	0
	192.168. 56.0/24
	192.168. 56.1
	0x0180 (384)
	0x18

	
	1
	192.168. 57.0/24
	192.168. 57.1
	0x0181 (385)
	0x19

	
	2
	192.168. 58.0/24
	192.168. 58.1
	0x0182 (386)
	0x1a

	
	3
	192.168. 59.0/24
	192.168. 59.1
	0x0183 (387)
	0x1b

	7
	0
	192.168. 60.0/24
	192.168. 60.1
	0x01c0 (448)
	0x1c

	
	1
	192.168. 61.0/24
	192.168. 61.1
	0x01c1 (449)
	0x1d

	
	2
	192.168. 62.0/24
	192.168. 62.1
	0x01c2 (450)
	0x1e

	
	3
	192.168. 63.0/24
	192.168. 63.1
	0x01c3 (451)
	0x1f


Table 1: Default IP Network Prefixes and Local Addresses for N = 1
Currently, we do not support a routing protocol such as OSPF so all tables must be constructed and maintained either manually or programmatically. The above address scheme lends itself to a relatively simple method for aggregating network prefixes. While this scheme is not the most efficient usage of the address space it does simplify both table construction and human understanding. Using this scheme make it relatively straight forward to aggregate the range of network prefixes for a given NSP into a 19-bit prefix:
X(N, PN, SP) = (N · 32)
Eguation3
Using equation 3, we can construct the following table (Table 3) which associates a 19-bit prefix with each unique NSP identifier. Interconnecting NSPs together requires the peering ports to have an address in each others domain. For example, consider the case of connecting port 3, sub-port 0 of NSP 1 {1, 3, 0} to port 7, sub-port 0 of NSP 2 {2, 7, 0}. Then VIN(3,0) on NSP 1 is given both the address 192.168.44.1 and 192.168.92.2 while NSP 2 VIN(7,0) is given 192.168.92.1 and 192.168.44.4. Both ports are directly connected to the network prefixes of 192.168.44/24 and 192.168.92/14.
	NSP

ID
	Directly attached Networks (32, 24-bit prefixes)
	19 Bit Mask

	0
	192.168.00.0/24   (0xc0a80000) – 192.168.31.0/24   (0xc0a81f00)
	192.168.00/19

	1
	192.168.32.0/24   (0xc0a82000) – 192.168.63.0/24   (0xc0a83f00)
	192.168.32/19

	2
	192.168.64.0/24   (0xc0a84000) – 192.168.95.0/24   (0xc0a85f00)
	192.168.64/19

	3
	192.168.96.0/24   (0xc0a86000) – 192.168.127.0/24 (0xc0a87f00)
	192.168.96/19

	4
	192.168.128.0/24 (0xc0a88000) – 192.168.159.0/24 (0xc0a89f00)
	192.168.128/19

	5
	192.168.160.0/24 (0xc0a8a000) – 192.168.191.0/24 (0xc0a8bf00)
	192.168.160/19

	6
	192.168.192.0/24 (0xc0a8c000) – 192.168.223.0/24 (0xc0a8df00)
	192.168.192/19

	7
	192.168.224.0/24 (0xc0a8e000) – 192.168.255.0/24 (0xc0a8ff00)
	192.168.224/19


Table 2: Default Network Prefix Aggregations
All of this leads us to the default IP routing table when only one NSP is used. Table 2 shows this table in the standard format of destination prefix and corresponding output VIN.

	Prefix/Width
	FPXVIN

(3/2)
	Prefix/Width
	FPXVIN

(3/2)

	192.168.32.0/24
	0x00
	192.168. 48.0/24
	0x10

	192.168.33.0/24
	0x01
	192.168. 49.0/24
	0x11

	192.168.34.0/24
	0x02
	192.168. 50.0/24
	0x12

	192.168.35.0/24
	0x03
	192.168. 51.0/24
	0x13

	192.168.36.0/24
	0x04
	192.168. 52.0/24
	0x14

	192.168.37.0/24
	0x05
	192.168. 53.0/24
	0x15

	192.168.38.0/24
	0x06
	192.168. 54.0/24
	0x16

	192.168.39.0/24
	0x07
	192.168. 55.0/24
	0x17

	192.168.40.0/24
	0x08
	192.168. 56.0/24
	0x18

	192.168.41.0/24
	0x09
	192.168. 57.0/24
	0x19

	192.168.42.0/24
	0x0a
	192.168. 58.0/24
	0x1a

	192.168.43.0/24
	0x0b
	192.168. 59.0/24
	0x1b

	192.168.44.0/24
	0x0c
	192.168. 60.0/24
	0x1c

	192.168.45.0/24
	0x0d
	192.168. 61.0/24
	0x1d

	192.168.46.0/24
	0x0e
	192.168. 62.0/24
	0x1e

	192.168.47.0/24
	0x0f
	192.168. 63.0/24
	0x1f


Table 3: Default Routing Table for Single NSP Topology

Notes:


1. For convenience, virtual circuit numbers are maintained through the ATM switch. 


2. Opposite ends of the p2p connections are in the same network.
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Figure 1: NSP Virtual Interface Number format.
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Figure 2: Example ATM Configuration and VIN usage





Notes:


Supports up to 3 different network prefixes and the usual number of attached Ethernet hosts. 


The GigE interface has been optimized for up to 256 hosts per network prefix.
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Figure 3: Example Ethernet configuration and VIN usage








